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In this presentation, GSCIS Professor James 
Cannady, Ph.D., will provide twelve simple 
and inexpensive techniques for protecting 
small businesses from cyber threats will be 
discussed.  

While complex and expensive solutions 
exist to improve the security of information 
technology most of these products are not 
designed for the specific needs of small 
businesses. The techniques that will be 
discussed in the presentation are designed 
to address the most common threats 
encountered by small businesses without 
requiring significant expertise and expense.
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about James cannady, ph.d.
Dr. James Cannady 

is a professor in the 

Graduate School 

of Computer and 

Information Sciences 

at Nova Southeastern 

university (NSu). In 

addition to teaching 

graduate-level courses 

in information security, he has worked 

extensively with Federal, State, and local 

governments to improve the security 

of their critical information systems. Dr. 

Cannady’s research efforts concern the 

intersection between artificial intelligence 

and information security. In particular he 

is working to develop adaptive intelligent 

systems that can be applied to protect 

computer systems and networks. These 

techniques include the use of complex 

adaptive systems and advanced neural 

networks in the detection of network-

based attacks.


